
FOR IMMEDIATE RELEASE  
  

Promia RavenTM Network Security Appliances Now Shipping 
  

Company selling new products to commercial and military customers  
 
San Francisco, CA – August 16, 2007 – Promia, Incorporated, a developer of Information Security and Network 
Monitoring products, announced availability of its new Promia RavenTM product line. The Raven appliances are 
based on the very successful military products known as the “Intelligent Agent Security Manager” system (IASM) 
and are designed as defensive units to protect data and communication networks in either standalone mode or 
interconnected in larger enterprise information grids.   
 

 
 

The Promia Raven systems are initially available in two configurations:  Raven Model 1100 and Raven UTM which 
includes a master and multiple remote devices.  They both include collection and analysis of low level traffic using 
Promia’s advanced analytic engines, and they both perform asset monitoring and management, as well as asset 
visualization of all devices on the network.  The Raven 1100 includes the capability of collecting and analyzing host 
and device logs from many different sources, and Raven UTM includes an active Intrusion Prevention System / 
active firewall capability (IPS) based on dynamic black list processing.   
 
Initial production units have already been purchased for use by each member of the US Army/SRI International 
Cyber-TA coalition which includes SANS Institute, Carnegie-Mellon University, Stanford University, UC Davis and 
many other key research groups (www.cyber-ta.org).  Promia Raven systems have been shipped to the US Navy and 
are under review by the US Air Force.  Other early adopters include a number of small business customers in a 
successful Promia managed service program.  Included in Promia Raven subscription support is a proactive real time 
update facility incorporating advanced cyber knowledge from some of the world’s foremost research organizations.    
 
Design goals of these unified threat management (UTM) appliances include high throughput performance with small 
cost, size, weight, power usage and heat generation.  They are very easy to setup and operate, have powerful data 
visualization capabilities, and are extremely accurate in their analytic assessments.  In addition they can scale to 
protect large grid networks, include advanced black list blocking and have audit logging and analysis capabilities for 
data from many types of computing hosts and net devices.  The appliances are hardened to military specifications.  
 
About Promia, Incorporated  
Promia, Incorporated is a leading developer and supplier of secure business products, based on open standard 
components with advanced analytic capabilities, to the Fortune 1000 companies and government markets. Its 
products are used in environments requiring high security, reliability, performance, and scalability.  The Company's 
core competencies include expertise in a wide range of analysis, computer languages, databases, security systems, 
communications protocols, hardware devices, artificial intelligence techniques as well as legacy integration and 
distributed data networks.  Headquartered in San Francisco, Promia has offices in Princeton NJ, Davis CA, and 
Linthicum MD.  
 
Contact:   PROMIA - San Francisco  

160 Spear Street, Suite 320 
San Francisco, CA 94105  
Ph 415.536.1600  
info@promia.com 
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